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More on the subject . . .

Unione degli Scienziati Per Il Disarmo (USPID)

[Union of Scientists for Disarmament]

Web Site
www.uspid.org

�! Link
�! Computers: National security, War, and Civil Rights

(http://www.uspid.org/compwa.html)
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